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[bookmark: _Toc384986483]Executive Summary
The Kansas Statewide Communication Interoperability Plan (SCIP) is a stakeholder-driven, multi-jurisdictional, and multi-disciplinary statewide strategic plan to enhance interoperable voice and broadband emergency communications. The SCIP is a critical mid-range (three to five years) strategic planning tool to help Kansas prioritize resources, strengthen governance, identify future investments, and address interoperability gaps.
The purpose of the Kansas SCIP is to:
1. Provide the strategic direction and alignment for those responsible for interoperable and emergency communications at the state, regional, local, and tribal levels.
2. Explain to leadership and elected officials the vision for interoperable and emergency communications and demonstrate the need for funding.
The following are Kansas’ Vision and Mission for improving emergency communications operability, interoperability, and continuity statewide:
Vision: Establish, maintain, and enhance an environment where emergency responders and public safety agencies communicate in an effective manner in order to ensure life safety, incident stabilization, and property conservation
Mission: Engage stakeholders to support the highest level of interoperable communications for all public safety entities throughout the state by fostering effective leadership for proper planning, training, and implementation across jurisdictions and disciplines

The following strategic goals represent the priorities for delivering Kansas’ vision for interoperable and emergency communications.
Governance – 
1. Review/revise the Statewide Interoperability Executive Committee (SIEC) Charter
2. Expand SIEC involvement in and information gathering on Broadband
3. Ensure the long-term stability of the SIEC
4. Develop a roadmap for technology integration 
5. Determine long term strategy for KOEC staffing including broadband
6. Establish a public safety communications systems cybersecurity working group
Standard Operating Procedures (SOPs) –
7. Coordinate and implement Kansas standards for the COMU credentialing program
Technology –
8. Assess network and physical security for the Kansas Statewide Interoperable Communications System (KSICS).
Training and Exercises –
9. Training for new and existing KSICS users
10. Encourage more proactive Emergency Support Function 2 (ESF-2) involvement in state, regional, and local exercises and preplanned events
Usage –
No priority goals identified at this time
Outreach and Information Sharing –
11. Develop outreach plans and strategies for information sharing to all levels of government (legislature, governor, tribes, and state, county and municipal associations)
12. Champion stakeholder participation in Comprehensive Resource Management and Credentialing System (CRMCS)
Life Cycle Funding –
13. Identify a dedicated funding stream for KSICS maintenance
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1. Introduction
The Kansas Statewide Communication Interoperability Plan (SCIP) is a stakeholder-driven, multi-jurisdictional, and multi-disciplinary statewide strategic plan to enhance interoperable voice and broadband emergency communications. The SCIP is a critical mid-range (three to five years) strategic planning tool to help Kansas prioritize resources, strengthen governance, identify future investments, and address interoperability gaps. This document contains the following planning components:
1. Introduction – Provides the context necessary to understand what the SCIP is and how it was developed.
2. Purpose – Explains the purpose/function of the SCIP in Kansas.
3. State’s Interoperable and Emergency Communications Overview – Provides an overview of the state’s current and future emergency communications environment and defines ownership of the SCIP.
4. Vision and Mission – Articulates the state’s three- to five-year vision and mission for improving emergency communications operability, interoperability, and continuity of communications at all levels of government.
5. Strategic Goals and Initiatives – Outlines the strategic goals and initiatives aligned with the three- to five-year vision and mission of the SCIP and pertains to the following critical components: Governance, Standard Operating Procedures (SOPs), Technology, Training and Exercises, Usage, Outreach and Information Sharing, and Life Cycle Funding.
6. Implementation – Describes the process to evaluate the success of the SCIP and to conduct SCIP reviews to ensure it is up-to-date and aligned with the changing internal and external environment.
7. Reference Materials – Includes resources that provide additional background information on the SCIP or interoperable and emergency communications in Kansas or directly support the SCIP.
Figure 1 provides additional information about how these components of the SCIP interrelate to develop a comprehensive plan for improving interoperable and emergency communications. 
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Figure 1: SCIP Strategic Plan and Implementation Components
The Kansas SCIP is based on an understanding of the current and mid-range interoperable and emergency communications environment. Kansas has taken significant steps towards enhancing interoperable and emergency communications, including upgrading the Kansas Statewide Interoperable System (KSICS), strengthening governance through the establishment of a full-time Statewide Interoperability Coordinator (SWIC) within the Adjutant General’s Office (TAG), and reorganizing deployable assets to better match first responders’ needs during disasters. 
However, more remains to be done to achieve Kansas’ vision. It is also important to note that this work is part of a continuous cycle as Kansas will always need to adapt to evolving technologies, operational tactics, and changes to key individuals (e.g., governor, project champions). In the next three to five years, Kansas will encounter challenges relating to operability, interoperability, geography, aging equipment/systems, emerging technologies, changing project champions, and sustainable funding. 
Wireless voice and data technology is evolving rapidly and efforts are underway to determine how to leverage these new technologies to meet the needs of public safety. For example, the enactment of the Middle Class Tax Relief and Job Creation Act of 2012 (the Act), specifically Title VI, related to Public Safety Communications, authorizes the deployment of the Nationwide Public Safety Broadband Network (NPSBN). The NPSBN is intended to be a wireless, interoperable nationwide communications network that will allow members of the public safety community to securely and reliably gain and share information with their counterparts in other locations and agencies. New policies and initiatives such as the NPSBN present additional changes and considerations for future planning efforts and require an informed strategic vision to properly account for these changes. Figure 2 illustrates a public safety communications evolution by describing the long-term transition toward a desired converged future.
[image: ]
Figure 2: Public Safety Communications Evolution
Integrating capabilities such as broadband provide an unparalleled opportunity for the future of interoperable communications in Kansas. It may result in a secure path for information-sharing initiatives, Public Safety Answering Points (PSAPs), and Next Generation 911 (NG911) integration. Broadband will not replace existing Land Mobile Radio (LMR) voice systems in the foreseeable future due to implementation factors associated with planning, deployment, technology, and cost. A cautious approach to this investment is needed. Therefore, robust requirements and innovative business practices must be developed for broadband initiatives prior to any implementation.
Kansas currently keeps up-to-date with the planning and build-out of the NPSBN in the near and long term in coordination with the First Responder Network Authority (FirstNet). FirstNet is the independent authority within the National Telecommunications and Information Administration (NTIA) and is responsible for developing the NPSBN. The network build-out will require continuing education and commitment at all levels of government and across public safety disciplines to document network requirements and identify existing resources and assets that could potentially be used in the build-out of the network. It will also be necessary to develop and maintain strategic partnerships with a variety of stakeholder agencies and organizations at the national, state, regional, local, and tribal levels and design effective policy and governance structures that address new and emerging interoperable and emergency communications technologies. During this process, investments in LMR will continue to be necessary and in the near term, wireless data systems or commercial broadband will complement LMR. More information on the role of these two technologies in interoperable and emergency communications is available in the Department of Homeland Security Office of Emergency Communications (OEC) Public Safety Communications Evolution brochure.[footnoteRef:1] To share the latest information, Kansas is coordinating outreach to state and local stakeholders on the NPSBN and broadband-related efforts.  [1:  OEC’s Public Safety Communications Evolution brochure is available here: http://publicsafetytools.info/oec_guidance/docs/Public_Safety_Communications_Evolution_Brochure.pdf] 

Additionally, achieving sustainable funding in the current fiscal climate is a priority for Kansas. As state and federal grant funding diminishes, states need to identify alternative funding sources to continue improving interoperable and emergency communications for voice and data systems. Key priorities for sustainable funding in Kansas include long-term maintenance and sustainability for KSICS, as well as continuing NG911 and Kansas OEC (KOEC) operations. More information on a typical emergency communications system life cycle, cost planning, and budgeting is available in OEC’s System Life Cycle Planning Guide.[footnoteRef:2]  [2:  OEC’s System Life Cycle Planning Guide is available here: http://publicsafetytools.info/oec_guidance/docs/OEC_System_Life_Cycle_Planning_Guide_Final.pdf] 

The Interoperability Continuum, developed by SAFECOM and shown in Figure 3, serves as a framework to address all of these challenges and continue improving operable/interoperable and emergency communications. It is designed to assist emergency response agencies and policy makers with planning and implementing interoperability solutions for voice and data communications. 
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Figure 3: The Interoperability Continuum
The Continuum identifies five critical success elements that must be addressed to achieve a successful interoperable communications solution: 
1. Governance – Collaborative decision-making process that supports interoperability efforts to improve communication, coordination, and cooperation across disciplines and jurisdictions. Governance is the critical foundation of all of Kansas’ efforts to address communications interoperability.
2. SOPs – Policies, repetitive practices, and procedures that guide emergency responder interactions and the use of interoperable communications solutions.
3. Technology – Systems and equipment that enable emergency responders to share voice and data information efficiently, reliably, and securely.
4. Training and Exercises – Scenario-based practices used to enhance communications interoperability and familiarize the public safety community with equipment and procedures.
5. Usage – Familiarity with interoperable communications technologies, systems, and operating procedures used by first responders to enhance interoperability.
More information on the Interoperability Continuum is available in OEC’s Interoperability Continuum brochure.[footnoteRef:3] The following sections further describe how the SCIP will be used in Kansas and state plans to enhance interoperable and emergency communications. [3:  OEC’s Interoperability Continuum is available here: http://www.safecomprogram.gov/oecguidancedocuments/continuum/Default.aspx] 
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The purpose of the Kansas SCIP is to:
1. Provide the strategic direction and alignment for those responsible for interoperable and emergency communications at the state, regional, local, and tribal levels.
2. Explain to leadership and elected officials the vision for interoperable and emergency communications and demonstrate the need for funding.
The development and execution of the SCIP assists Kansas with addressing the results of the National Emergency Communications Plan (NECP) Goals and the federal government with fulfilling the Presidential Policy Directive 8 (PPD-8)[footnoteRef:4] National Preparedness Goal for Operational Communications.[footnoteRef:5]  [4:  PPD-8 was signed in 2011 and is comprised of six elements: a National Preparedness Goal, the National Preparedness System, National Planning Frameworks and Federal Interagency Operational Plan, an annual National Preparedness Report, and ongoing national efforts to build and sustain preparedness. PPD-8 defines a series of national preparedness elements and emphasizes the need for the whole community to work together to achieve the National Preparedness Goal. http://www.dhs.gov/presidential-policy-directive-8-national-preparedness.]  [5:  National Preparedness Goal – Mitigation and Response Mission Area Capabilities and Preliminary Targets – Operational Communications: Ensure the capacity for timely communications in support of security, situational awareness, and operations by any and all means available, among and between affected communities in the impact area and all response forces. (1) Ensure the capacity to communicate with the emergency response community and the affected populations and establish interoperable voice and data communications between Federal, State, and local first responders, and (2) Re-establish sufficient communications infrastructure within the affected areas to support ongoing life-sustaining activities, provide basic human needs, and transition to recovery.] 

In addition to this SCIP, Kansas will develop an Annual Progress Report (APR) that will be shared with OEC and other stakeholders to highlight recent accomplishments and demonstrate progress toward achieving the goals and initiatives identified in the SCIP. More information on the SCIP APR is available in Section 6.4.
The SWIC is responsible for management of the SCIP with input from the Statewide Interoperability Executive Committee (SIEC). The SWIC has the authority and responsibility for making decisions regarding this plan. The SWIC is also responsible for ensuring that this plan is implemented and maintained statewide. The SCIP was originally developed in 2007 as a stakeholder-driven, statewide strategy to prioritize resources, strengthen governance, and coordinate interoperable and emergency communications. In February 2014, the state hosted a SCIP Revision Workshop to bring together key decision makers across disciplines from state, local, and tribal agencies to update the SCIP based on revised criteria, national-level objectives, emerging technologies, and lessons learned. In May, 2016, the state hosted a SCIP Update Workshop to again bring together key decision makers from across the state to update the SCIP goals and initiatives to reflect the changing communications environment in Kansas. 
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Kansas public safety communications governance is led by the Kansas SIEC, the key decision makers on planning, policy, and procedures focused on enhancing interoperable and emergency communications throughout the State. Established in 2007, the SIEC membership is comprised of 14 public officials as well as representatives of primary stakeholder organizations[footnoteRef:6]. Looking at communications interoperability from a statewide approach, the SIEC considers issues such as planning, training, SOPs, technology-based standards, and grant fund management. Members collaborate to maintain a multi-jurisdictional and multi-disciplinary partnership among all levels of government to fulfill the SCIP mission. The Kansas Regional Homeland Security Councils also address interoperable communications within their jurisdictions as part of their mission. [6:  SIEC membership is comprised of public safety and emergency communications representatives from all disciplines and levels of government, serving as the advisory governance body for statewide interoperability issues. Please see Section 5.1 for additional information.] 

Kansas’ interoperable and emergency communications capabilities are foundationally supported by KSICS, an 800 Megahertz (MHz) P25 system used by state and local agencies, and maintained by the Kansas Department of Transportation (KDOT). KSICS is supported by an IP-connected Motobridge gateway system designed to patch pre-determined channels between disparate radio systems. Patching between local or state systems is managed by operators at the Kansas Highway Patrol (KHP) communications center and is governed through standard operating procedures. The Kansas Adjutant General’s Department, Office of Emergency Communications also maintains two deployable “Communications on Wheels” (COWs) and full-time technicians who respond with the equipment. These units use 700 MHz State spectrum and are equipped with satellite backhaul to function as sites on the KSICS.
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The Vision and Mission section describes the Kansas vision and mission for improving emergency communications operability, interoperability and continuity of communications statewide. 

	Kansas Interoperable and Emergency Communications Vision:
Establish, maintain, and enhance an environment where emergency responders and public safety agencies communicate in an effective manner in order to ensure life safety, incident stabilization, and property conservation




	Kansas Interoperable and Emergency Communications Mission:
Engage stakeholders to support the highest level of interoperable communications for all public safety entities throughout the state by fostering effective leadership for proper planning, training, and implementation across jurisdictions and disciplines
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The Strategic Goals and Initiatives section describes the statewide goals and initiatives for delivering the vision for interoperable and emergency communications. The goals and initiatives are grouped into seven sections, including Governance, SOPs, Technology, Training and Exercises, Usage, Outreach and Information Sharing, and Life Cycle Funding.

[bookmark: _Toc384986489]5.1. Governance
The Governance section of the SCIP outlines the future direction of the Kansas governance structure for interoperable and emergency communications. The SIEC members and SWIC work in concert to address statewide goals and initiatives inclusive of local perspectives. The group is formalized through Executive Order 07-27, establishing the SIEC’s responsibilities as the key decision-making authority on planning, policy, and procedures to enhance interoperability. The SIEC includes representatives from the Kansas Adjutant General, Kansas Highway Patrol, Kansas Department of Transportation, Emergency Medical Services (EMS), the Kansas Emergency Managers Association, the Association of Public Safety Communications Officials (APCO), the League of Kansas Municipalities, the Kansas Association of Counties, the Kansas Association of Chiefs of Police, and the Kansas Sheriff’s Association. 
Stakeholders’ ability to participate in SCIP planning and decision-making has been the biggest challenge for Kansas’ interoperable and emergency communications governance. In order to continue the state’s recent accomplishments and future challenges, the SWIC and SIEC members are focused on ensuring active multi-jurisdictional and multi-disciplinary participation in planning and decision-making. Efforts are also focused on updating the SIEC through review/revision of the charter and establishment of several working groups. 
Table 1 outlines Kansas’ goals and initiatives related to governance.
Table 1: Governance Goals and Initiatives
	Governance Goals and Initiatives

	Goal #
	Goals
	Initiatives
	Owner
	Completion Date

	1. 
	Review/revise the SIEC charter
	1.1 Review the current charter and executive order
	SIEC
	December 2016

	
	
	1.2 Present draft for SIEC approval
	SIEC
	January 2017

	2. 
	Expand SIEC involvement and information gathering on Broadband
	2.1 Identify and invite subject matter experts (SME) from the SIEC and greater stakeholder community
	SIEC
	July 2016 (ongoing)

	1. 
	
	2.2 Provide NPSBN status updates, project recommendations, timeline, and information to the SIEC
	SWIC
	July 2016 (ongoing)

	3. 

	Ensure the long-term stability of the SIEC
	3.1 Evaluate the available options for the SIEC’s long-term sustainment
	SIEC members
	December 2017

	4. 
	
	3.2 Develop a realistic timeline and action items to implement the preferred long-term sustainment option
	SIEC Members
	July 2018

	4. 
	Develop a roadmap for technology integration
	4.1 Define the Technology Integration Working Group 
	SIEC, SWIC, SPOC, NG911
	June 2017

	5. 
	
	4.2 Establish a mission for the Technology Integration Working Group
	SIEC
	December 2017

	6. 
	
	4.3 Provide status updates, project recommendations, and information to the SIEC
	Technology Integration Working Group
	March 2018 (ongoing)

	5. 
	Determine long term strategy for KEOC staffing including broadband
	5.1 Plan and recommend and long-term strategy for state funding to KOEC staff
	SIEC
	September 2016

	
	
	5.2 Determine state and nationwide public safety broadband staffing requirements
	SIEC
	September 2016

	6. 
	Establish a public safety communications systems cybersecurity working group
	4. Identify stakeholders and vision for the public safety communications systems cybersecurity working group
	SIEC
	December 2016

	
	
	5. Define the scope and mission of the public safety communications systems cybersecurity working group
	Public Safety Communications Systems Cybersecurity Working Group
	June 2017

	
	
	6. Report on perceived risks and vulnerabilities to public safety communications systems
	Public Safety Communications Systems Cybersecurity Working Group
	December 2017 (ongoing)



[bookmark: _Toc384986490]5.2. Standard Operating Procedures (SOPs)
The SOPs section of the SCIP identifies the framework and processes for developing and managing SOPs statewide. The Kansas OEC (KOEC) developed a template incorporating day-to-day radio system use as well as interoperability across levels of government. The state continues to disseminate the template to encourage agencies to take advantage of the tool. While no statewide SOPs include coordination with neighboring states, Kansas and Colorado are beginning a coordination process to facilitate communication across their border. 
Kansas is also focused on continuing efforts to formalize efforts associated with SOPs. Though statewide SOPs for the use of the KSCIS system have been developed, the majority of Kansas’ established SOPs are agency or discipline-specific, and some agencies have not developed written SOPs that govern the use of their communications systems 
Table 2 outlines Kansas’ goals and initiatives for SOPs.
Table 2: Standard Operating Procedures Goals and Initiatives
	Standard Operating Procedures Goals and Initiatives

	Goal #
	Goals
	Initiatives
	Owner
	Completion Date

	7.
	Coordinate and implement Kansas standards for the COMU credentialing program
	7.1 Work with KDEM and the IMT Working Group to coordinate a single state level COMT/COML credential
	SIEC, KDEM, KOEC, IMT Working Group
	July 2017

	
	
	7.2 Enter credentialing standards into CRMCS 
	KDEM Resource Management Planner
	August 2017
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The Technology section of the SCIP outlines Kansas’ plan to maintain and upgrade existing technology; the roadmap to identify, develop, and implement new and emerging technology solutions; and the approach to survey and disseminate information on current and future technology solutions to ensure user needs are met. Kansas’ major shared interoperable system is KSICS, owned and operated by Kansas Department of Transportation (KDOT). In May 2012, KDOT upgraded the KSICS system in a cooperative effort among the State and Homeland Security Regional Councils across the State. KDOT allows the State and local users access to the system for both primary and interoperable communications.
As Kansas works to improve its communications capabilities operability remains a challenge in some areas of Kansas. The vast majority of emergency responders in the State are volunteers, and many rural agencies do not have access to latest LMR technology due high costs of subscriber equipment. The protection of the existing infrastructure is also a key priority for Kansas. Identifying and mitigating security risks protects the overall system and the users relying on KSICS for operations and response. 
Table 3 outlines Kansas’ goals and initiatives for technology.
Table 3: Technology Goals and Initiatives
	Technology Goals and Initiatives

	Goal #
	Goals
	Initiatives
	Owner
	Completion Date

	8.
	Assess network and physical security for KSICS


	8.1 Determine scope of assessment
	KDOT, SIEC Cybersecurity Working Group
	September 2016

	
	
	8.2 Identify potential resources to conduct assessment
	KDOT, SIEC
	December 2016

	
	
	8.3 Determine methodology to conduct assessment 
	KDOT, SIEC
	January 2018

	
	
	8.4 Conduct network and physical risk assessment 
	KDOT
	July 2018

	
	
	8.5 Inform SIEC of assessment outcomes
	KDOT
	December 2018
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The Training and Exercises section of the SCIP explains Kansas’ approach to ensure that emergency responders are familiar with interoperable and emergency communications equipment and procedures and are better prepared for responding to real-world events. In addition to taking advantage of OEC-provided workshops such as Technical Assistance and SCIP Planning, KOEC employs two dedicated personnel to assist agencies with their communications-related training needs. When a knowledge gap is identified, KOEC develops new curriculum and materials to disseminate to State and local stakeholders. 
Given the 105 counties in the State, the two training personnel are unable to reach all jurisdictions on a regular basis. To facilitate training availability, KOEC plans to develop a train-the-trainer program and web-based training aids. As new information is added to the curriculum, KOEC will provide update courses to ensure the latest information is reaching all jurisdictions. As broadband and other emerging technology develops, training and exercises will be integral to maintaining and improving interoperable and emergency communications in Kansas. The State also plans to coordinate with existing exercise opportunities to ensure a communications-focused component is emphasized. By including communications in exercises, participants are able to better prepare for some of the communications challenges in real life response, and participating COMLs will be able to sign off their training task book. 
Table 4 outlines Kansas’ goals and initiatives for training and exercises.
Table 4: Training and Exercises Goals and Initiatives
	Training and Exercises Goals and Initiatives

	Goal #
	Goals
	Initiatives
	Owner
	Completion Date

	9.
	Training for new and existing KSICS users

	9.1 Review training curriculum and delivery
	KOEC, SIEC
	September 2016 (ongoing annually)

	
	
	9.2 Implement web-based training aids
	KOEC
	September 2016 

	10.
	Encourage more proactive Emergency Support Function 2 (ESF-2) involvement in State, regional, and local exercises and preplanned events
	10.1 Coordinate with KDEM exercise section to develop exercise opportunities
	KOEC/ESF-2
	June 2016 (ongoing)

	
	
	10.2 Identify opportunities for COMU training
	COMU Committee
	June 2016 (ongoing)

	
	
	10.3 Update SIEC on opportunities for proactive ESF 2 involvement
	SWIC
	September 2016 (ongoing)

	
	
	10.4 Provide outreach and education for local exercise planners to ensure communications are included in exercises
	KOEC, SIEC members
	September 2016 (ongoing)
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The Usage section of the SCIP outlines efforts to ensure responders adopt and familiarize themselves with interoperable and emergency communications technologies, systems, and operating procedures in the State. Regular usage ensures the maintenance and establishment of interoperability in case of an incident. Usage in Kansas typically occurs with localized emergency incidents and regional incident management. Upon acquisition of equipment that promotes greater interoperability, specifically accessing KSICS, users are encouraged to regularly test their equipment and systems. Regular usage testing is important to maintain equipment and resources, as well as keeping users fully trained on available equipment in preparation for a real-world incident. While Kansas has not identified a specific goal related to usage, the State promotes that users are fully trained and establish routine equipment testing to ensure readiness. 
Table 5: Usage Goals and Initiatives
	Usage Goals and Initiatives

	Goal #
	Goals
	Initiatives
	Owner
	Completion Date

	
	N/A
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The Outreach and Information Sharing section of the SCIP outlines Kansas’ approach for building a coalition of individuals and emergency response organizations statewide to support the SCIP vision and for promoting common emergency communications initiatives. The Kansas SIEC serves as the State’s point of coordination for interoperable and emergency communications. Kansas recognizes that sharing information statewide is essential to improving operable and interoperable voice and broadband communications, and will continue to strengthen its outreach programs. In addition, building greater awareness of the KSICS and NPSBN systems and emergency and interoperable communications issues are essential to ensure continued support and participation from agencies across the state.
Coordination across jurisdictions and disciplines generally occurs through Kansas’ governance structure, and members share information with their respective areas. Members plan to continue to share information, and will work together to develop stakeholder-specific, coordinated messaging to demonstrate the importance of interoperable communications. In preparation for broadband planning, Kansas will begin outreach to ensure all users understand the benefits and limitations of emerging technology. 
Table 6 outlines Kansas’ goals and initiatives for outreach and information sharing.


Table 6: Outreach and Information Sharing Goals and Initiatives
	Outreach and Information Sharing Goals and Initiatives

	Goal #
	Goals
	Initiatives
	Owner
	Completion Date

	11.
	Develop outreach plans and strategies for information sharing to all levels of government (legislature, governor, tribes, and state, county and municipal associations).

	11.1 Create a coordinated message regarding NPSBN, NG911, and LMR.
	SIEC members
	September 2016

	7. 
	
	11.2 Maintain or develop website, PowerPoint, social media and stakeholder-specific briefing documents
	SIEC, SWIC
	December 2016 (ongoing)

	8. 
	
	11.3 Meet with identified stakeholders to discuss SIEC message and share briefing documents
	SIEC members, SWIC
	December 2016 (ongoing)

	9. 
	
	11.4 Provide SIEC/Interoperability updates to associations represented on the SIEC
	SIEC/SWIC
	December 2016 (ongoing)

	
	
	11.5 Encourage relevant associations to link to the SIEC website
	SIEC, SWIC
	December 2016

	12.
	Champion stakeholder participation in Comprehensive Resource Management and Credentialing System (CRMCS)
	12.1 Incorporate information on CRMCS into training and outreach materials
	KOEC Training, KDEM
	November 2016  (ongoing)
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The Life Cycle Funding section of the SCIP outlines Kansas’ plan to fund existing and future interoperable and emergency communications priorities. KDOT currently funds KSICS through a budget line item from federal highway funds, which is not a sustainable funding model and an obligation KDOT is exploring minimizing. As the foundational operable and interoperable mission critical voice communications system statewide and considering multiple agencies use the system to different levels, prioritizing sustainable funding for KSICS’ maintenance and other communications priorities is critical. 
Taking a life cycle approach to funding, Kansas seeks to increase efficiency by consolidating KSICS management to a single agency with an established line item budget. In addition, Kansas is focused on building a greater understanding of the complex issues and needs associated with communications systems such as the KSICS system to ensure continued funding and support.
Table 7 outlines Kansas’ goals and initiatives for life cycle funding.
Table 7: Life Cycle Funding Goals and Initiatives
	Life Cycle Funding Goals and Initiatives

	Goal #
	Goals
	Initiatives
	Owner
	Completion Date

	13.
	Identify a dedicated funding stream for KSICS maintenance 


	13.1. Support efforts of KDOT in identifying sustainability opportunities for KSICS
	SIEC 
	June 2017 (ongoing)
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6. Implementation
[bookmark: _Toc384986497]6.1 Action Plan
The Action Plan section of the SCIP describes the process Kansas will use to determine a plan to execute the initiatives in the SCIP. Thirteen strategic goals, corresponding initiatives, and measures for success have been developed or modified through the SCIP revision process. The revised SCIP will be presented to the SIEC and workshop participants for review and comment. Based on stakeholders’ comments, the SIEC will formally adopt the revised SCIP as a recognized planning tool to assist Kansas prioritize resources, strengthen governance, identify life cycle funding opportunities, and inform local and State elected officials and stakeholders. SIEC members will use SIEC meetings to follow and discuss identified strategic goals and initiatives. 
[bookmark: _Toc384986498]6.2 Measures of Success
The Measures of Success section of the SCIP defines the measures that Kansas will use to monitor progress and indicate accomplishments toward achieving the vision for interoperable and emergency communications. Measures of Success are used to meaningfully assess the outcomes and impacts of program functions and processes in meeting strategic goals. Table 8 outlines these measures for Kansas. More information on how these measures are managed is included in Section 6.3.
Table 8: SCIP Measures of Success
	Measures of Success

	Goal #
	Strategic Goal(s) Supported
	Initial State
	Target Measurement
	Measure Completion Date
	Owner or Source

	1. 
	Review/revise the SIEC charter
	
	The charter is revised and approved by the SIEC
	January 2017
	SIEC

	1. 
	Expand SIEC involvement in and information gathering on Broadband
	
	SWIC provides regular status report on the NPSBN to SIEC
	July 2016 
	SIEC, SWIC

	1. 
	Ensure the long-term stability of the SIEC
	
	The SIEC is implementing a long-term plan to ensure stability
	June 2018
	SIEC

	1. 
	Develop a roadmap for technology integration
	
	The Technology Integration Working Group is established and provides an initial status report to the SIEC 
	March 2018
	SIEC, Technology Integration Working Group

	1. 
	Determine long term funding strategy for KOEC staffing including broadband
	Grant funding for a number of KOEC, including broadband program, staff expiring.
	Dedicated funding identified for SWIC and KOEC support staff, including broadband program staff.
	September 2016
	SIEC

	1. 
	Establish a public safety communications systems cybersecurity working group 
	The SIEC is not involved or actively monitoring the cybersecurity space in regards to public safety systems.
	The Public Safety Communications Systems Cybersecurity Working Group is active, has reported on perceived risks and developed mitigation plans.
	July 2018
	SIEC, Public Safety Communications Systems Cybersecurity Working Group

	1. 
	Coordinate and implement Kansas standards for the COMU credentialing program

	Credentialing standards differ across the state. 
	Credentialing standards are uniform across the state and integrated into CRMCS
	August 2017
	SIEC, KOEC, KDEM

	1. 
	Assess network and physical security for KSICS
	There is no baseline security assessment for KSICS
	Physical and network security assessment performed, and SIEC briefed on outcome. 
	December 2018
	SIEC, KDOT 

	1. 
	Training for new and existing KSICS users
	
	Web based training is up-to-date and available across the state.
	September 2016
	KOEC, SIEC

	1. 
	Encourage more proactive ESF-2 involvement in State, regional, and local exercises and preplanned events
	ESF-2 (communications) is not regularly tested and evaluated in State, regional, and local exercises or planned events
	ESF-2 is included as a component of 75% of State, regional, and local exercises and planned events; 100% of ESF-2 personnel receive COMU training
	September 2016
	KOEC, SWIC, COMU Working Group

	1. 
	Develop outreach plans and strategies for information sharing to all levels of government (legislature, governor, tribes, and state, county and municipal associations)

	No central outreach plan or strategy for sharing information with state, regional, and local government leaders
	The SIEC has a collection of briefing documents on communications activities within the state and has sent a memo and fact sheet to all identified stakeholders / associations
	December 2016
	SIEC, SWIC

	1. 
	Champion stakeholder participation in Comprehensive Resource Management and Credentialing System (CRMCS)
	First responder agencies are not familiar with CRMCS, or choose to not participate
	CRMCS is included in all training and outreach materials
	November 2016
	KOEC, KDEM

	1. 
	Identify a dedicated funding stream for KSICS maintenance
	KSICS is funded by KDOT budget line item
	The SIEC identifies and pursues sustainable funding opportunities based on existing and future requirements for KSICS 
	June 2017
	SIEC



[bookmark: _Toc384986499]6.3 Management of Success
The Management of Success section describes the iterative, repeatable method Kansas will follow to add, update and refine the Measures of Success. Each SIEC meeting will include updates on goals’ progress, with special attention to goals with upcoming completion dates or milestones. Based on these updates, the SIEC will be able to evaluate the effectiveness of the SCIP, and to refine Kansas’ interoperable communication strategy as needed. These regular periodic updates will also facilitate the completion of Kansas’ SCIP APR.
[bookmark: _Toc384986500]6.4 Strategic Plan Review
The Strategic Plan Review section outlines the process Kansas will use to conduct reviews of the SCIP to ensure it is up to date and aligned with the changing internal and external interoperable and emergency communications environment as well as to track and report progress against the defined initiatives and measures of success. The SWIC will lead a biannual review of the Kansas SCIP with the SIEC and key stakeholders in order to maintain a prioritized and relevant statewide interoperable communications strategy. Based on feedback and recommendations, the SCIP will be revised to reflect new priorities and challenges in order to serve as the coordination point for Kansas’ strategic direction and implementation, as well as to maintain Kansas’ statewide interoperable communication strategy. The SIEC is primarily responsible for the SCIP’s maintenance and revision, as coordinated by the SWIC.  
[bookmark: _Toc384986501]7. Reference Materials
The Reference Materials section outlines resources that contribute additional background information on the SCIP and interoperable and emergency communications in Kansas. Table 9 includes the links to these reference materials.
Table 9: SCIP Reference Materials
	Title
	Description
	Source/Location

	Executive Order 07-27
	Establishes SIEC roles and responsibilities
	

	Kansas All-Hazards Communications Unit Credentialing Procedure
	Describes the process for granting Kansas credentialing for Communications Unit (COMU) positions.
	www.kansastag.gov/
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[bookmark: _Toc384986502]Appendix A: Major Systems
Table A-1: Major Systems, Updates, and New Systems
	Major Systems Information

	System Type / Coverage Area
	System Name
	System Owner(s)
	System Description
	# Subscribers and Agencies
	Users’ Level of Government
	Status and Changes/Updates

	Shared statewide system 

	KSICS
	KDOT

	700/800MHz
P25 Compliant	
Trunked


	Approximately
25,000+ users
1000+ Agencies
	- State
- Regional
- Local




	Current P-25 Motorola system is at 7.11 with projected upgrade to 7.13 fall 2015


	Shared statewide system 

	Motobridge
	KDOT

	Low VHF/High VHF/ UHF/700/800MHz
P-25/Non P-25	
Low-Vertex VX 6000l Analog
VHF/UHF- Vertex VXR 7000 Analog
700/800 Control XTL1500 Digital P-25
700/800 Repeater Quantar Analog


	25,000+ Users with connection capability
1000+ Agencies
	- State
- Regional
- Local


	Gateway system Currently operational at 77 tower sites on KSICS 
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[bookmark: _Toc384986503]Appendix B: List of Acronyms

APCO	Association of Public Safety Communications Officials
APR	Annual Progress Report
COML	Communications Unit Leader
COMU	Communications Unit
COOP	Continuity of Operations Plan
COWs	Communications on Wheels
CRMCS	Comprehensive Resource Management and Credentialing System
DHS	U.S. Department of Homeland Security
EMS	Emergency Medical Services
ESF-2	Emergency Support Function 2
FirstNet	First Responder Network Authority
KDOT	Kansas Department of Transportation
KHP	Kansas Highway Patrol
KOEC	Kansas Office of Emergency Communications
KSICS	Kansas Statewide Interoperable Communications System
MHz	Megahertz
LMR	Land Mobile Radio
NECP	National Emergency Communications Plan
NG911	Next Generation 911
NPSBN	Nationwide Public Safety Broadband Network
NTIA	National Telecommunications and Information Administration
OEC	DHS Office of Emergency Communications
POC	Point of Contact
PPD	Presidential Policy Directive
PSAP	Public Safety Answering Point
RFI	Request for Information
RFP	Request for Proposal
SCIP	Statewide Communication Interoperability Plan
SIEC	Statewide Interoperability Executive Committee
SOP	Standard Operating Procedure
SWIC	Statewide Interoperability Coordinator
TAG	The Adjutant General
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Figure 1: This graphic illustrates a public safety communications evolution by describing the long-term transition toward a desired converged future
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