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1.0
RADIO SYSTEM OVERVIEW
A.
(Describe radio system here.  Include tower site information including location, channels on the site, etc.  Identify channels used on the system and the intended purpose of the channels.  Include a section on assigning operations channels if that practice is followed.)
2.0

TRAINING & EXERCISE

A.
(Describe training and exercise program here.  List required training for users of the radio system including KSICS & MOTOBRIDGE training.  Identify when communications exercises will be conducted.)
3.0 
RADIO PROCEDURES

A.  Purpose

(This section should define the purpose for  a radio procedures policy – some of the purposes might include efficient use of the radio system, ensuring good communications via the system, etc.)
B.  Procedures  

1.  Use of the Microphone:

a.
Correct use of the microphone will assist in improving over-all efficiency.  Always use a normal conversational voice level, do not use a loud voice or whisper, NEVER SHOUT.  Shouting or an abnormally loud voice level will only cause harmful distortion and the broadcast will be difficult, if not impossible, to understand.  Never speak too low, or in any direction except directly at the microphone.  To do so will cause your voice to appear extremely weak to the person receiving the broadcast.  It will make it very difficult for the receiver to copy and cause him/her to require repeats.  Keep your voice level as constant as possible at a normal conversational level and speak distinctly and directly into the microphone.  Maintain a distance of one to three inches between your mouth and the microphone.  (Distance may need to be adjusted if using a desk mic or gooseneck)
2.
Radio User Proficiency

a.
Good operating procedures and well-trained and efficient personnel, are required for any radio communications system to function effectively.  As a user becomes more proficient, his/her value as one of the vital links in the radio system increases.  This, in turn, causes the entire system to become more efficient and a more valuable tool for those who are dependent on the system.
3.
Clear Speech / Use of 10-Codes

a.
(Define the requirements for transmissions.  Prohibit use of non-standard codes.  Remember the basic principle of  “clear speech” is that the radio transmission is professional, business like, and above all understandable.)
4.
Slang, Humor, or Facetiousness Prohibited

a.
Citizen band (CB) radio terms and "lingo" are not acceptable.  Slang words and phrases are not to be used.  Humor or facetiousness is improper on the radio.  

5.
Discourtesy or Sarcasm Prohibited

a.
Discourtesy, sarcasm or venting of animosities, even in voice inflection or modulation, will not be allowed.
6.
Messages to be Concise
a.
The radio is not a telephone and will not be operated as such.  Messages will be concise and to the point, while relaying all pertinent information.
7.
Avoiding Interference with Transmissions

a.
All users will monitor the radio frequency before transmitting in order to avoid interfering with or overriding another unit's transmission.
8.
Personal Messages Prohibited

a.
The radio communication system is for official traffic and messages shall be brief and impersonal.  Transmitting of personal messages is prohibited.
9.
User of First Names or Nicknames Prohibited
a.
Use of first names or nicknames of fellow employees, or employees of other departments, is not allowed.  When necessary to refer to another person by name, the dispatcher shall use the individual’s title and last name.
10.
Voice Inflection

a.
Words or voice inflections that reflect irritation, disgust, sarcasm, or jokes are prohibited.


11.
Courtesy

a.
Courtesy is best expressed on the air by the tone of voice and manner of message presentation.  Use of the words "thank you; you're welcome; or please", are not appropriate terms for radio broadcast.
12.
Radio Calls to other users of the radio communications system

a.
Every radio transmission will be initiated with the user or station identifier calling, followed by the user or station identifier of the called unit or station.

1.  EXAMPLE:  “SO1 – Dispatch” (Insert appropriate unit/station identifiers)
b. Calling unit will wait for acknowledgement by the called unit, before proceeding with radio transmission.
1.  EXAMPLE:  SO1:  “SO1 – Dispatch”  - Wait for acknowledgement.


 
Dispatch:  “SO1, go ahead” – SO1 would then continue with 


radio transmission.

13.  Lengthy Radio Transmissions

a.  All radio transmissions should be kept to less than thirty (30) seconds. Occasionally,  a radio transmission may exceed thirty seconds in length.  When this occurs, the transmission should be broken into segments of thirty seconds or less, with a pause between segments of three (3) to five (5) seconds.  These pauses allow other units or stations, who may have emergency traffic, access to the radio channel.

1.  EXAMPLE:  Approximately thirty seconds of message . . .”Break” . . .


3 to 5 second pause  . . . “(Insert appropriate Unit ID) 

continuing”  . . . balance of message.  

14.  Messages Concluded

a.  At the conclusion of a message received, the receiving unit will acknowledge receipt of the message.

1.
EXAMPLE:  (Insert appropriate concluding phrase; i.e., 10-4, Affirmative, etc.  It is probably a good idea to include the calling unit identifier after the concluding phrase (i.e., 10-4, SO1) and you may want to have the receiving unit clear the net.  (i.e., 10-4, SO1, SO2 clear)).
15.
Encryption

a.
If your system utilizes encryption, define its appropriate use here.  Include channels or talkgroups that are permissible to encrypt and the expectations of the users when encryption is utilized (i.e., appropriate content of traffic, when encryption can be used, etc.)
4.0
PRIORITY CALLS

A.  Definition
(Insert your definition of priority calls.  (Example:  Priority calls are all calls of a serious nature where there is a threat of danger to an officer or a citizen.)
1.
Priority calls include, but are not limited to:

a.  (Create list of priority call types)
B.  Procedure for Dispatch of Priority Calls

1.  (Define procedures for dispatching of priority calls.  Include things like prohibiting holding of priority calls by dispatch, use of alert tones, special instructions for notifying supervisors, etc.)
C.
Assigning an Operations Channel

1.
(Define the policy and procedure for assigning a separate operations channel on priority calls, if that procedure is followed in your jurisdiction.)
D.
Immediate Alarm Procedures
1.  (Define immediate alarm procedures if utilized for fire calls, including any automatic mutual aid procedures that may exist.)
5.0
CALL INFORMATION AND STATUS CHECKS    

A. When Dispatching Responders On A Call, It Is Essential That The Dispatcher Provide The Responders With As Much Information As Possible, Such As (but not limited to):

1.  Type of Call (Disturbance, Accident, etc.)

2.
Location

3.
Type of structure involved in a structure fire
4.
Number and condition of patients
5.
Weapons involved (when applicable)

5.
Number of persons involved

6.
Violence factors (i.e., alchol involvement, etc.)

7.  Other structures that may be exposed to fire threat.

8.
(Insert any other examples of information that you deem appropriate).  
B.
Status Checks
When a field unit, or any officer, is responding to a call, the dispatcher will frequently check the unit’s status to determine whether additional help is needed at the scene.  The  following guidelines shall be used when checking field unit status.
1.  (Include your requirements for general status checks (frequency, procedure for performing, etc.).  Include sections for different call types that might warrant more frequent status checks (i.e., traffic stops, fights, domestics, bomb calls, etc.)  Include a section on emergency alerts if you utilize them or on requests for assistance/officer down type calls.  Establish the procedure for units responding to status checks (it is recommended that a code be established for response to a status check if everything is ok, so that if things are not ok, a 10-4 or I’m good type response is an indicator of a unit in distress.  Be sure to establish policy for a unit not responding to a status check.)
6.0
MESSAGE VERBALIZATION  (This section included as example)
A.
Broadcasting

1.
Message verbalization is the actual broadcast of a call over the radio frequency.  When a specific call is to be broadcast, the procedure should be the same in all cases.  The call should have a format to follow so that regardless of which dispatcher is working, the call will always be dispatched in an identical manner.  It would be impossible to instruct everyone exactly how to broadcast every call that you may receive, however the following procedures shall be used:

2.
General Broadcast:  (Calls which are not life threatening in nature)

a.
Call the field unit(s) number you wish to dispatch.  

b.
Give the address of the call.

1.
 For business addresses on all calls give the business name and address.

2.
For residential addresses on all fire calls give the resident name and address.  For all other calls, give address only.

c.
Give the type of call being dispatched.  

d.
Repeat the address.  

e.
Await acknowledgement by the field unit(s) and then provide any additional information relative to the call to the unit(s).

f.
Be ready to assist the responding units in any way possible.

3.
Major broadcast:  (Serious or life threatening in nature, high priority as established by law enforcement agencies.)

a.
Depress the "Alert tone" signal.  

b.
Call the field unit(s) you wish to dispatch.

c.
Give the address of the call.

d.
Give the type of call being dispatched.

e.
Repeat the address.

f.
Await acknowledgement by the field unit(s) and then provide any additional information relative to the call to the unit(s).

g.
Be ready to assist the responding unit(s) in any way possible.

4.
Information Broadcast:  (Attempt to locate message, weather information, etc.)

a.
Call the field unit(s) or group of units desired.

b.
Give the information.
7.0
ACCEPTABLE CODES 

A.
The following codes are approved for usage by units operating on the (Insert Jurisdiction) radio system:
1.  Ten Codes – Those appearing in bold are the most frequently used

10-1
  Receiving Poorly

10-2
  Receiving Good

10-3
  Stand By until no interference

10-4
  Acknowledgment

10-5
  Relay

10-6
  Busy, Stand By

10-7
  Out of Service

10-8
  In Service

10-9
  Repeat

10-10
  Out of Service, Subject to Call

10-11
  Stay in Service

10-12
  Visitors, Press or Officials Present

10-13
  Weather and Road Conditions

10-14
  Convoy or Escort

10-15
  We have Prisoner in Custody
10-16
  Pick up Prisoner at ____________ or Papers at ________

10-17
  Nothing for You

10-18
  Anything for Us

10-19
  Return to your Station

10-20
  Location

10-21
  Call ______ By Phone

10-22
  Disregard

10-23
  Arrived at Scene

10-24
  Finished with Last Assignment
10-25
  Do you have Contact With

10-26
  Holding Subject Rush Reply

10-27
  Request Drivers License Information

10-28
  Request Full Registration Information

10-29
  Check Record for Wanted or Stolen

10-30
  Does not Conform to Rules and Regulations
10-31
  Emergency Basis, All Officers 10-11

10-32
  Chase in Progress, All Units Standby

10-33
  Emergency Traffic, Station or Unit

10-34
  Trouble at ________, All Units Respond

10-35
  Major Crime Blockade

10-36
  No Further Assistance needed

10-37
  No Rush

10-38
  Urgent (Silent Run  

10-39  Emergency (Light & Siren)

10-40
  Fatality Report

10-41
  Send Wrecker to ______

10-42  Officer ______ now at Home

10-43
  Meet _____ at ______

10-44
  Investigate Vehicle

10-45
  Investigate Occupants of Vehicle

10-46
  Investigate Drunken Driver

10-47
  Auto Accident, Property Damage

10-48
  Auto Accident, Personal Injury

10-49
  Send Ambulance to ______
10-50
  Message for Local Delivery via Public Service

10-51
  Any Answer our Number

10-52
  Item Number for Assignment

10-53
  Unable to Copy Phone, Use TWX

10-54
  Standby for TWX Traffic

10-55
  Request Permission to Call Mobile Unit _________

10-56
  What is Next Message Number

10-57
  Repeat Dispatch

10-58
  Have you Dispatched __________

10-59
  Need Radio Service

10-60
  Tower Light at _________ burned out

10-64
  Net Clear

10-65
  Clear for Item

10-66
  Clear for Cancellation

10-67
  Clear for Net Message

10-68
  Give me a Test

10-69
  Test with No Modulation

10-70
  Test Intermittently with No Modulation For _____ minutes

10-71
  Test Continuously with Tone Modulation For ______ minutes

10-72
  Advise Signal  Strength

10-73
  Advise Audio Quality

10-74
  Audio Quality Good


10-75
  Standby.  You are Interfering With Other Station 

10-76
  Signal Choppy

10-77
  No Contact at All

10-78
  Your Quality Poor, Transmitter Apparently out of Adjustment

10-79
  Transmit on Alternate Frequency

10-80
  Pickup Your Partner

10-81
  Meet Victim or Complainant at _______

10-82
  Stopping Suspicious Vehicle

10-83
  Road Block At ________

10-84
  Personnel in Area

10-85
  Fire Alarm at ____________

10-86
  Advise Correct Time

10-87
  Pistol Range

10-88
  Advise Public Service Number of

10-89  Caution

10-90
  Crime in Progress

10-91
  Break-in in Progress

10-92
  Armed Robbery in Progress

10-93
  Bank Alarm at _______

10-94
  Bomb Threat At _______

10-95
  Fight in Progress at ____

10-96
  Prowler Reported At ______

10-97
  Domestic Problem At ______

10-98
  Riot or Mass Disturbance at ______

10-99
  Jail Break at ______

2.
Signal Codes

Signal 1 
Armed and Dangerous

Signal 2
Resists Arrest

Signal 3
Mental

Signal 4
Suicidal

Signal 5
Known Offender

Signal 6
Intelligence Subject

Signal 7
Snipers in Area

Signal 8
Arsonist in Area

Signal 9
Wanted - Felony

Signal 10 
Wanted – Misdemeanor

Signal 11 
Property or Vehicle Reported Stolen

Signal 30 
No wants/warrants
3.
Banking Institution Codes

(Add codes for banking institutions for alarm response if used)
4.
Race/Sex Codes

	Code 1   White Male
	Code 4  Black Female

	Code 2   White Female
	Code 5  Other Male - (Hispanic, Asian)                             

	Code 3   Black Male
	


5.
Phonetic Alphabet
	A-Adam
	H-Henry
	O-Ocean
	V-Victor

	B-Boy
	I-Ida
	P-Paul
	W-William

	C-Charles
	J-John
	Q-Queen
	X-X-Ray

	D-David
	K-King
	R-Robert
	Y-Young

	E-Edward

	L-Lincoln
	S-Sam
	Z-Zebra

	F-Frank
	M-Mary
	T-Tom
	

	G-George

	N-Nora
	U-Union
	


8.0
FEDERAL COMMUNICATIONS COMMISSION RULES AND


REGULATIONS


A.
(Jurisdiction Name) will abide by all rules and regulations set by the Federal Communications Commission (FCC) including the following:
1.
Transmission of Station Identifier:  Dispatchers will transmit the required station identifier at the end of each transmission or exchange of transmissions, or at least once every thirty (30) minutes, as preferred.  (Not necessary if morse code identifiers are being used)
2.
It is unlawful, under attachment "C" of the Federal Communications Code to:

a.
Transmit superfluous signals, messages, or communications of any kind on your radio transmitter.

b.
Use profane, indecent, or obscene language.

c.
Willfully damage or permit radio apparatus to be damaged.

d.
Cause unlawful or malicious interference with any other radio communications

e.
Intercept and use or publish the contents of any radio message without the permission of the proper authorities in your department.

f.
Make unnecessary or unidentified transmission.

g.
Transmit without first making sure that the intended transmission will not cause harmful interference.

h.
Make any adjustment, repairs, or alterations whatsoever to your radio transmitter.  It is required by law that only a professional radio technician, holding a second-class license or higher make adjustments and repair.

i.
Deny access to your radio equipment if a properly licensed representative of the Federal Communications Commission asks to inspect it.  The equipment must be made available for inspection at any reasonable hour.

j.
Transmit a call signal, letter or numeral, which has not been assigned to your station or unit.
9.0
RADIO EQUIPMENT FAILURE

A.
In the event of radio equipment failure, resulting in the inability to receive or transmit on one or more frequencies, the following procedure will be followed:

1.
Upon learning of the failure, all affected agencies will be notified via telephone of the failure.

2.
An alternate frequency will be assigned for the affected agencies to monitor for emergency traffic.

3.
If an emergency call is received that would normally be broadcast on the failed frequency, the call will be broadcast on the failed frequency and then immediately broadcast on the assigned alternate frequency.

4.
The assigned agency should acknowledge receipt of the call within one minute by radio.  If no such acknowledgement has been received within one minute, telephone contact should be initiated to ensure that a response is activated.

5.
In the event that the failed frequency is not available for radio traffic, the responding units will utilize the assigned alternate frequency for communications.

B.
In the event of radio equipment failure, or degradation of performance, not resulting in the inability to transmit or receive on one or more frequencies, the following procedure will be followed:

1.
(Define the procedure for reporting and resolving radio system problems)


10.0
INTEROPERABLE COMMUNICATIONS

A.
Interoperable communications are required whenever multiple jurisdictions and/or multiple disciplines respond on an incident.  Interoperable communications can be achieved in a number of different ways.  The following procedures will be utilized to achieve interoperable communications, when utilizing the various methods.

1.
Shared Channels

a.
Utilized when the responders on a scene are operating on the same radio spectrum (band) and all radios in use have common channels.  The National Public Safety Telecommunications Council, National Interoperability Channels (i.e., VTAC, UTAC, 8TAC) are shared channels.
b.
The intent of this procedure is to establish an orderly, workable radio resource for the use of operational, as well as command and control, personnel.
c.
The following list provides common channel names and information for responses within (insert Jurisdiction).    This shared channel procedure will be automatically activated on any multi-disciplinary or multi-jurisdictional response, where the criteria in section (1.a) above is met.  (The information shown in the table is for illustration purposes only and should be replaced with your information and this sentence deleted - neighboring counties can be a part of this table if shared channel agreements are in place.)
	Common Channel Name
	Frequency / PL Code
	Owning Agency 
	Purpose

	SODISP
	157.7250 / 156.7
	XXSO
	Incident Command

	Fire1
	152.6500 / 156.7
	XXFD
	Fire Operations 1

	EMSTAC1
	155.9500 / 162.2
	XXEMS
	EMS Operations1

	PD1
	157.2525 / 151.4
	XXPD
	LE Operations1

	R&B
	154.7985 / 151.4
	XXRB
	Law Operations2

	Fire Disp
	154.5865 / 162.2
	YYFD
	Fire Operations2

	EMS1
	158.5750 / 156.7
	YYEMS
	EMS Operations2


d.
The purpose established for these channels may be changed as the situation warrants.  This is a decision of the Incident Commander or the COML if assigned.  If the established purpose is changed on a response, the change will be communicated to all responders.
e.
The following protocols will be utilized when this shared channel procedure is in effect:

1.
NIMS compliant ICS structure will be utilized on the response.

2.
Plain language will be utilized for radio communications in accordance with NIMS standards.

3.
Unit identification will consist of home city or county and agency, to avoid any confusion of units that might share the same identifier.
a.
EXAMPLE:  Hognuckle County 501

4.
All radios will operate in a “clear” mode, if encryption enabled, unless otherwise directed.

5.
The Incident Commander, or COML if assigned, will ensure that the shared channels are monitored while in use.

f.
The following list is a hierarchy of projected operational needs based on priority, with the first operation holding the highest priority.  The list is provided for operational context for use of the shared channels.

1.
A large-scale emergency incident requiring multi-agency, multi-jurisdicitonal response.

2.
Everyday response-level communications to emergency or urgent incidents that require mutual aid response from multiple agencies.

3.
Special event control activities, generally of a pre-planned nature, involving joint participation of two or more agencies.

4.
Drill, maintenance, and test exercises.

g.
Procedure

1.
The dispatch center of the agency initiating the incident is responsible for all primary dispatch tasks unless the Incident Commander makes the decision to transfer this responsibility to another center.

2.
The agencies utilizing the shared channel(s) should provide the following information to the dispatch center.

a.
Agencies and entities involved in the response.

b.
Identitiy of the Incident Commander.

c.
Which shared channel(s) will be used.

d.
Likely duration of the use of the shared channel(s).

e.
Does the shared channel(s) require monitoring, and if so, who is responsible for monitoring.

3.
Once the shared channel procedure is put in effect, the following steps should be taken to ensure communications connectivity:
a.
Notify responding units that the procedure is in effect.

b.
Confirm that responding units are operating on the appropriate shared channel.

c.
Ensure that responders are using appropriate unit identifiers as outlined in (e.3) above.

d.
 Announce to users at predetermined time intervals, specifically (insert time interval here), that the shared channel procedure is in effect.

e.
Monitor the shared channel(s) to address requests as required.

f.
Monitor the shared channel(s) for problems that may arise that may require technician intervention, or that may require a deactivation of the shared channel(s).

4.
When the shared channel(s) are no longer required, the following deactivation procedures should be followed:

a.
As a shared channel is identified as no longer being needed on the response, an announcement, over that shared channel, that use of the channel will be operationally discontinued, should be made.
b.
Prior to discontinuing monitoring of the deactivated channel, ensure that all personnel have returned to another appropriate channel.

c.
After deactivation of all of the shared channels, normal operations should be resumed.

5.
Should problems on shared channel(s) arise, the following steps should be taken to resolve them.

a.
Report any problems with a shared channel to the appropriate point of contact for the owning agency of the channel.

b.
Routine shared channel tests should be established to confirm availability and operational use.

c.
After action reports should be utilized to identify potential problems and prospective solutions.

2.
Console Patch

a.
Utilized when responders on a scene do not have common channels in their radios, but the dispatch center servicing the scene has the disparate radio resources available in its radio consoles.
b.
The intent of this procedure is to establish an orderly, workable radio resource for the use of operational, as well as command and control, personnel.  
c.
The following protocols will be utilized when the console patch procedure is in effect:

1.
NIMS compliant ICS structure will be utilized on the response.

2.
Plain language will be utilized for radio communications in accordance with NIMS standards.

3.
Unit identification will consist of home city or county and agency, to avoid any confusion of units that might share the same identifier.

a.
EXAMPLE:  Hognuckle County 501

4.
All radios will operate in a “clear” mode, if encryption enabled, unless otherwise directed.

5.
The Incident Commander, or COML if assigned, will ensure that the shared channels are monitored while in use.

d.
The following list is a hierarchy of projected operational needs based on priority, with the first operation holding the highest priority.  The list is provided for operational context for use of the shared channels.

1.
A large-scale emergency incident requiring multi-agency, multi-jurisdicitonal response.

2.
Everyday response-level communications to emergency or urgent incidents that require mutual aid response from multiple agencies.

3.
Special event control activities, generally of a pre-planned nature, involving joint participation of two or more agencies.

4.
Drill, maintenance, and test exercises.

e.
Procedure

1.
The dispatch center of the agency initiating the incident is responsible for all primary dispatch tasks unless the Incident Commander makes the decision to transfer this responsibility to another center.

2.
The agency requesting the console patch should provide the following information to the dispatch center.

a.
Name of the agency and appropriate authorization verification (i.e., name of authorized user, lead responder for this agency, security credentials) needed to request the patch.

b.
Agencies and entities involved in the response.

c.
Identitiy of the Incident Commander.

d.
Which channels are required to be patched.

d.
Likely duration of the use of the patch.

e.
The process for patch monitoring, and the responsible party for recording traffic on the patch.

f.
Designation of the purpose of the patch (i.e., command and control, tactical operations).

3.
Once the console patch has been created, the following steps should be taken to ensure communications connectivity:

a.
Notify responding units that the patch is in place.

b.
Confirm that responding units are operating on the appropriate channel to access the patch.

c.
Ensure that responders are using appropriate unit identifiers as outlined in (e.3) above.

d.
 Announce to users at predetermined time intervals, specifically (insert time interval here), that a console patch is in place.

e.
Monitor the patch to address requests as required.

f.
Monitor the patch for problems that may arise that may require technician intervention, or that may require a deactivation of the patch.

4.
When the console patch is no longer required, the following deactivation procedures should be followed:

a.
The requesting agency or Incident Commander should request that the patch be deactivated.

a.
An announcement, over the patch, that the patch will be operationally discontinued, should be made.

b.
Prior to discontinuing the patch, ensure that all personnel have returned to another appropriate channel.

c.
After deactivation of the patch, normal operations should be resumed.

5.  
Should problems on the patch arise, the following steps should be taken to resolve them.

a.
Report any problems with a patch to the appropriate point of contact for the dispatch center creating the patch.

b.
Routine console patch tests should be established to confirm availability and operational use.

c.
After action reports should be utilized to identify potential problems and prospective solutions.

3.  Radio Cache

a.
Utilized when responders on a scene are operating on disparate radio systems and no common channels are available.

b.
The purpose of this procedure is to establish standard operating procedures for the use of a radio cache to support communications interoperability between emergency responders at the scene of an incident or event.  The communications resources provided by the radio cache facilitate communications between a local agency and external responding agencies.

c.
The following protocols will be utilized when the radio cache procedure is in effect:

1.
NIMS compliant ICS structure will be utilized on the response.

2.
Plain language will be utilized for radio communications in accordance with NIMS standards.

3.
Unit identification will consist of home city or county and agency, to avoid any confusion of units that might share the same identifier.

a.
EXAMPLE:  Hognuckle County 501

4.
All radios will operate in a “clear” mode, if encryption enabled, unless otherwise directed.

5.
The Incident Commander, or COML if assigned, will ensure that the all channels utilized are monitored while in use.

6.
Agencies utilizing the radio cache are responsible for the use and return of equipment as instructed at the time of issuance of such equipment.

d.
The following list is a hierarchy of projected operational needs based on priority, with the first operation holding the highest priority.  The list is provided for operational context for use of the shared channels.

1.
A large-scale emergency incident requiring multi-agency, multi-jurisdicitonal response.

2.
Everyday response-level communications to emergency or urgent incidents that require mutual aid response from multiple agencies.

3.
Special event control activities, generally of a pre-planned nature, involving joint participation of two or more agencies.

4.
Drill, maintenance, and test exercises.

e.
Procedure

1.
The dispatch center of the agency initiating the incident is responsible for all primary dispatch tasks unless the Incident Commander makes the decision to transfer this responsibility to another center.
2.
The Incident Commander determines when a situation exists that requires the use of a radio cache and notifies (causes to be notified) the appropriate radio cache manager or agency.  Upon contacting the cache manager, the following information should be supplied:

a.
Requesting agency name, contact information and appropriate authorization verification (i.e., name of requestor, name of leader responder of the requestors agency, security credentials).

b.
Identity of the Incident Commander.
c.
Reason for requesting the radio cache / type of event.

d.
Primary purpose of the use of the radio cache (i.e., command and control, tactical operations, logistical support).

e.
Type and quantity of radio cache assets required.

f.
Expected duration of the need for the radio cache.

g.
Required location and access information.

h.
Contact phone number for the requestor or servicing dispatch center.

i.
Any additional support services (i.e., technician, chargers) requested.

3.
The radio cache manager determines what cache assets are available, activates the cache and coordinates the deployment of the cache to the scene.

4.
The person or team that is responsible for deployment of the radio cache should follow these deployment procedures:

a.
If appropriate, provide the servicing dispatch center or the Incident Commander, or COML if appointed, with an ETA to the scene.

b.
Ready the radio cache and deploy to the incident scene if on-site deployment is required.  If the requesting agency will pick up the cache, arrange a pick up location.

c.
If deployed report to the Incident Commander, or COML if assigned, upon arrival.

d.
Once on scene, assign the cache to the requesting agency for incident use, or if assigned to remain on-scene, coordinate radio cache deployment procedures with the Communications Unit.

1.
Each radio in the cache should have a unique identification number for inventory tracking.

2.
Have the Incident Commander, or COML if assigned, sign a Radio Cache Deployment Form (See Appendix B).

5.
The Incident Commander, or COML if assigned, will be responsible for:

a.

Supporting radio deployments on scene.
b.
Maintaining record of each user and agency to whom a radio and associated accessories have been distributed.

c.
Documenting the identification number of each radio deployed.

d.
Documenting the talkgroup(s) or channel(s) in use on the deployed radios.

e.
Notify responding units of where to obtain a cache radio on-scene and which talkgroup(s) or channel(s) to utilize and confirm compliance with this instruction.

f.
Instruct responding units on unit identification procedures as outlined in (c.3) above, and ensure compliance.

g.
Monitor the talkgroup(s) or channel(s) to address requests as required.
h.
Monitor the talkgroup(s) or channel(s) for problems that may require technician intervention.

6.
Each user and/or agency that receives a radio from the cache will be responsible for returning that radio, and all associated accessories, to the cache at the end of the incident.

7.  
When the radio cache is no longer required, agencies should follow these deactivation procedures:

a.
The Incident Commander, or COML if assigned, should notify the servicing dispatch center that the cache is being deactivated.

b.
An announcement that the radio cache is being deactivated will be made over the talkgroup(s) or channel(s) being utilized.  This announcement should include instruction for all cache radio users to return the radio to the Communications Unit.
c.
Prior to deactivation of the cache, agencies should ensure that all personnel have returned to their appropriate home systems.

d.
After deactivation of the radio cache, normal operations should be resumed.

e.
The Communications Unit will be responsible for inventorying all radios and accessories returned to the cache.  Before leaving the incident scene, the Communications Unit will determine if any radios have not been returned to the cache and note the user and agency to which the radio was distributed.  This information will be provided to the Incident Commander, or the COML if assigned.

f.
If any missing radio(s) cannot be recovered at the incident scene, the Incident Commander or COML will notify the radio cache manager for resolution.

8.
Should problems cache radios arise, the following steps should be taken to resolve them.

a.
Report any problems with a cache radio to the appropriate point of contact for the radio cache..

b.
A Routine radio cache maintenance and  test schedule should be established to confirm availability and operational readiness.

c.
After action reports should be utilized to identify potential problems and prospective solutions.

4.
Mobile Gateway Patch

a.
Utilized to connect disparate wireless systems to support communications interoperability between dissimilar wireless systems in the field at the incident scene.  
b.
The intent of this procedure is to establish an orderly, workable radio resource for the use of operational, as well as command and control, personnel.  

c.
The following protocols will be utilized when the gateway patch procedure is in effect:

1.
NIMS compliant ICS structure will be utilized on the response.

2.
Plain language will be utilized for radio communications in accordance with NIMS standards.

3.
Unit identification will consist of home city or county and agency, to avoid any confusion of units that might share the same identifier.

a.
EXAMPLE:  Hognuckle County 501

4.
All radios will operate in a “clear” mode, if encryption enabled, unless otherwise directed.

5.
The Incident Commander, or COML if assigned, will ensure that the shared channels are monitored while in use.

d.
The following list is a hierarchy of projected operational needs based on priority, with the first operation holding the highest priority.  The list is provided for operational context for use of the shared channels.

1.
A large-scale emergency incident requiring multi-agency, multi-jurisdicitonal response.

2.
Everyday response-level communications to emergency or urgent incidents that require mutual aid response from multiple agencies.

3.
Special event control activities, generally of a pre-planned nature, involving joint participation of two or more agencies.

4.
Drill, maintenance, and test exercises.

e.
Procedure

1.
The agency requesting the use of a cross-patch via a mobile gateway should provide the agency providing the assistance with the following information:

a.
Requesting agency name, contact information and appropriate authorization verification (i.e., name of requestor, name of leader responder of the requestors agency, security credentials).

b.
Identity of the Incident Commander.

c.
The type of patch needed (i.e., cell phone to radio, disparate agency radio to local radio).
d.
The intended purpose of the patch (i.e., command and control, tactical operations)

e.
The talkgroups, channels or wireless resources required to be connected.

f.
The estimated duration of the patch activation.

g.
The process for patch audio monitoring and the responsible party for recording of traffic on the patch.

2.
Once the gateway patch has been created, the following steps should be taken to ensure communications connectivity:

a.
Notify responding units that the patch is in place.

b.
Confirm that responding units are operating on the appropriate channel to access the patch.

c.
Ensure that responders are using appropriate unit identifiers as outlined in (e.3) above.

d.
 Announce to users at predetermined time intervals, specifically (insert time interval here), that a patch is in place.

e.
Monitor the patch to address requests as required.

f.
Monitor the patch for problems that may arise that may require technician intervention, or that may require a deactivation of the patch.

4.
When the gateway patch is no longer required, the following deactivation procedures should be followed:

a.
The requesting agency or Incident Commander should request that the patch be deactivated.

a.
An announcement, over the patch, that the patch will be operationally discontinued, should be made.

b.
Prior to discontinuing the patch, ensure that all personnel have returned to another appropriate channel.

c.
After deactivation of the patch, normal operations should be resumed.

5.
Kansas Interoperable Communications System (KSICS)

a.
Utilized for interoperability with users on the statewide, P-25, digital, trunked KSICS radio system.  KSICS is not intended to be made interoperable with local level radio systems through the use of mobile gateway or console patches.  Patching of local channels to talkgroups on the KSICS system is prohibited.
b.
The intent of this procedure is to establish an orderly, workable radio resource for the use of operational, as well as command and control, personnel.  

c.
The KSICS system and the statewide interoperable template, give communications capabilities to command and operational personnel, responsible for the response to a regional incident requiring multiple jurisdictions and disciplines.  It is intended to support multi-agency, multi-jurisdictional communications capabilities, when other common means of communication are not available.  KSICS serves as a primary, everyday use system for state agencies and local agencies who have elected to migrate to it, as their primary radio system.

d.  The following protocols will be utilized when KSICS interoperability procedure is in effect:

1.
NIMS compliant ICS structure will be utilized on the response.

2.
Plain language will be utilized for radio communications in accordance with NIMS standards.

3.
Unit identification will consist of home city or county and agency, to avoid any confusion of units that might share the same identifier.

a.
EXAMPLE:  Hognuckle County 501

4.
All radios will operate in a “clear” mode, if encryption enabled, unless otherwise directed.

5.
The Incident Commander, or COML if assigned, will ensure that utilized talkgroups are monitored while in use.

e.
The following list is a hierarchy of projected operational needs based on priority, with the first operation holding the highest priority.  The list is provided for operational context for use of the KSICS system for interoperability.

1.
A large-scale emergency incident requiring multi-agency, multi-jurisdictional response.

2.
Everyday response-level communications to emergency or urgent incidents that require mutual aid response from multiple agencies, when other common means of communication are not available.

3.
Special event control activities, generally of a pre-planned nature, involving joint participation of two or more agencies.

4.
Drill, maintenance, and test exercises.

f.
Procedures for use of KSICS for interoperable communications.
1.
Select the talkgroups that will be utilized for the response.

a.
Utilize regional, interoperability talkgroups (i.e., LE, EMGT, FIRE, EMS, PWKS) for small scale events of short duration (i.e., less than one day.)
b.
Utilize ICS talkgroups (i.e., KDEM-A (ICS-1 through ICS-10, Command-1, and Command-2) and KDEM-B (ICS-11 through ICS-20, Command-3, and Command-4) for larger scale events of longer duration (i.e., more than one day.)

c.
A sample ICS-205 for each of these types of responses is included in Appendix C for reference.

d.
If additional talkgroups are needed for a response, Kansas Highway Patrol event talkgroups may be utilized.  These talkgroups may be used if a legitimate need exists, but should not be utilized until the other available talkgroups have been exhausted.

e.
Kansas Highway Patrol primary dispatch talkgroups (i.e., A-KHP-1, A-KHP-2, B-KHP-1, B-KHP-2, etc.) shall not be utilized by any user other than Kansas Highway Patrol personnel.  Personnel of the Kansas Highway Patrol may grant authority to operate on one of these talkgroups for the duration of an incident, but that authority ends with the incident.

2.
Notify responding units to the appropriate talkgroups and have the units switch to the designated interoperability resource.  Confirm that responding units are operating on the appropriate talkgroup.

3.
Instruct responding units on unit identification procedures as outlined in (d.3) above, and ensure compliance.

4.
Monitor the talkgroups to address requests as required.

5.
Monitor the talkgroups for problems that may arise that may require technician intervention, or for system problems.
g.
When the interoperability resources of KSICS are no longer required, the following deactivation procedures should be followed:

1.
An announcement that the KSICS interoperability resources are being operationally deactivated will be made over the talkgroup(s) being utilized.  
2
Prior to deactivation of the talkgroups, agencies should ensure that all personnel have returned to their appropriate home systems.

3.
After deactivation of the interoperability resources, normal operations should be resumed.

6.  MOTOBRIDGE

a.
Utilized for interoperability with users on the statewide, P-25, digital, trunked KSICS radio system, and local radio system users in the VHF Lowband, VHF Highband, UHF, or 800 Mhz spectrum.
b.
The intent of this procedure is to establish an orderly, workable radio resource for the use of operational, as well as command and control, personnel.  

c.
The MOTOBRIDGE system is a fixed-site interoperability gateway that is located on 76 tower sites owned by the Kansas Department of Transportation (KDOT). Like with any other radio system, actual coverage depends on issues such as terrain, frequency band, antenna height, weather, and functionality of the end-user radio equipment.  Using both national and state interoperability channels, MOTOBRIDGE can connect or “patch” pre-determined channels between disparate radio systems.  This can be accomplished on a single site (Bourbon VHF patched to Bourbon UHF) or across multiple sites (Bourbon VHF patched to Sumner 800 MHz).   
d.
MOTOBRIDGE is intended for multi-disciplinary or multi-jurisdictional use when other common means of radio communications are not available.  Generally, the system should be used by responders and critical facilities during activities that directly impact life safety and the preservation of property.  

d.
MOTOBRIDGE channels may be temporarily used by agencies that have unexpectedly lost local communications infrastructure due to external forces.  If the system is being used for this purpose, KDOT and KHP should be notified in order to avoid disruptions (such as maintenance) of service. 
e.
The following protocols will be utilized when KSICS interoperability procedure is in effect:

1.
NIMS compliant ICS structure will be utilized on the response.

2.
Plain language will be utilized for radio communications in accordance with NIMS standards.

3.
Unit identification will consist of home city or county and agency, to avoid any confusion of units that might share the same identifier.

a.
EXAMPLE:  Hognuckle County 501

4.
All radios will operate in a “clear” mode, if encryption enabled, unless otherwise directed.

5.
The Incident Commander, or COML if assigned, will ensure that utilized talkgroups are monitored while in use.

f.
The following list is a hierarchy of projected operational needs based on priority, with the first operation holding the highest priority.  The list is provided for operational context for use of the KSICS system for interoperability.

1.
A large-scale emergency incident requiring multi-agency, multi-jurisdictional response.

2.
Everyday response-level communications to emergency or urgent incidents that require mutual aid response from multiple agencies, when other common means of communication are not available.

3.
Special event control activities, generally of a pre-planned nature, involving joint participation of two or more agencies.

4.
Drill, maintenance, and test exercises.

g.
Procedures for use of the MOTOBRIDGE system.

1.
MOTOBRIDGE patch can be requested in a variety of ways including:
a.
Radio by using a call-in channel
b.
Telephone by calling KHP Dispatch at 785-827-4437 or *47 from a cell phone
c.
Teletype to KHP from a Public Safety Answering Point (PSAP)
2.
Use the following procedure to initiate a MOTOBRIDGE patch via radio:
a.
Contact “KHP Dispatch” on the designated call-in channel and identify by using home city/county + radio number (Logan County 601) or agency/facility name (Logan County Hospital).  The requestor should also indicate their current location by county.

b.
Once KHP answers, request a MOTOBRIDGE patch then provide the bands and location(s) of the patch.

c.
Remain on the call-in channel.  As a courtesy, KHP will notify the requestor that the patch is ready and the appropriate tactical channels to be used.  Once complete, users will switch to the tactical channels to communicate.
d.
Example:  


“Logan County 601 to KHP Dispatch from Wallace County”


“KHP Dispatch.... go ahead”


“Request MOTOBRIDGE patch” 


“Go ahead with request”


“Patch Wallace UHF to Wallace VHF”


“Wallace VTAC12 and Wallace UTAC42 are patched and ready”
3.  Use the following procedure to initiate a MOTOBRIDGE patch via telephone:

a.  Contact KHP Dispatch via telephone, utilizing either the 10 digit number (785-827-4437) or *47 on a cell phone.

b.
Identify yourself by using home city/county and your agency or radio number.

c.
Request a MOTOBRIDGE patch, providing bands and locations needed in the patch.

d.
Remain on the telephone with KHP Dispatch until notification that the patch is ready and the appropriate tactical channels to be used is received.  Once complete, users will switch to the tactical channels indicated to communicate.

4.
User the following procedure to initiate a MOTOBRIDGE patch via teletype to KHP from a PSAP.

a.
Send a teletype to KHP (utilize the pneumonic for your troop area) containing the following information:

1.
Nature of the activity requiring the patch.  This sets the priority of the request for KHP dispatch.  

2.
Location(s) and band(s) needed to be patched.

3.
A request that notification, with specific channels patched, be made.

b.
Example:


HAVE OFFICERS WORKING A MANHUNT IN OUR
COUNTY, REQUESTING A MOTOBRIDGE PATCH.  

     
PATCH REQUEST AS FOLLOWS:


              RENO CO UHF
              RENO CO VHF

      
       RENO CO 800 DIGITAL EVENT

     PLEASE ADVISE, WITH SPECIFIC CHANNELS 

     PATCHED, WHEN COMPLETE.

     THANKS IN ADVANCE
5.
Patch Coordination

a.
In many cases, end users of a MOTOBRIDGE patch will be aware that the patch is being connected.  This is accomplished by on-scene coordination through word of mouth or by other electronic means such as telephone or teletype.  Every effort to coordinate a patch in the field should be taken.
b.
In some cases, a patch may be requested without the targeted user’s knowledge.  Generally, this applies when a requestor does not have the means to notify or coordinate with the target user.  This is known as a “cold call”.  In the event of a cold call, KHP Dispatch will make every effort to notify the target user.  To do so, KHP Operators will need guidance from the requestor such as the agency, name or radio number of the target, and their agency contact information, if available.  Unless notified of a cold call situation at the time of request, KHP Dispatch will assume that the patch has already been coordinated in the field.  It is the responsibility of the requestor to ask for a cold call notification.  

6.
When the interoperability resources of MOTOBRIDGE are no longer required, the following deactivation procedures should be followed:

a.
An announcement that the MOTOBRIDGE interoperability resources are being operationally deactivated will be made over the patch.  

b
Prior to deactivation of the patch, agencies should ensure that all personnel have returned to their appropriate home systems.

c.
Contact KHP Dispatch via call channel, telephone or teletype and request that the patch be discontinued.  Patches will remain active until this request is received by KHP Dispatch.

d.
After deactivation of the interoperability resources, normal operations should be resumed.
h.
License Requirements
1.
All fixed-site MOTOBRIDGE base-stations and repeaters located on the KDOT towers are owned by KDOT and licensed through the FCC.  Any other base-station, control-station or repeater at the local level using the National or State Interoperability channels must be licensed by the FCC to the appropriate local government agency. 

2.
For mobile and portable use, the National Interoperability Channels are covered under a “blanket license”.  If an agency is ELIGIBLE for a FCC part 90 radio license, the National Interoperability Channels may be programmed into equipment without having the channels individually licensed to the agency.  **The state VHF Low-Band channels (39.58/39.70) used by MOTOBRIDGE require an FCC license through a local agency for fixed-site and mobile / portable use.**

3.
Users of the Digital Trunked Radio System require no local licensing for the use of the system, assuming that the proper documentation has been filed with KDOT.  Licenses for these channels are coordinated and held by KDOT on behalf of the local agency.
i.
Signaling 

1.
For the purpose of this document, signaling is defined as any non-voice signal produced by radio equipment to identify, notify, or otherwise dispatch and coordinate responders.  Examples of signaling include, but are not limited to:

a.
Paging

b.
DTMF

c.
Voice Encryption

d.
Push-to-Talk identification
2.   
MOTOBRIDGE uses nationally recognized interoperability channels designated for multi-jurisdictional and multi-disciplinary use.  Currently there are no national signaling standards for these channels.  The lack of standards could potentially lead to confusion and channel congestion.  To avoid unnecessary confusion and to reduce channel congestion, signaling functions are not allowed on the MOTOBRIDGE system.  

j.
Training & Exercise
1.
As with any other tool used by emergency responders, communications equipment and systems such as MOTOBRIDGE should be regularly trained and exercised upon to promote familiarity and ease of use.  As a general rule, agencies should train and exercise on communications equipment and protocol at least once annually.  MOTOBRIDGE training could be as simple as a review of this document or subsequent training materials and a review of communications equipment to locate the channels used by the system.  
2.
A group exercise at a staff meeting or similar event should involve a patch request to KHP and a brief test of the patch on the tactical channels.  Similar MOTOBRIDGE exercises are encouraged during other types of events such as a county or region-wide disaster exercise.  To ensure the exercise will not interfere with more urgent emergency operations, as a courtesy, KHP Dispatch should be notified prior to the start of the exercise.
3.
The Kansas Office of Emergency Communications (KS-OEC) provides instructor driven MOTOBRIDGE training.  These courses will be held regionally at locations in each of the Kansas Homeland Security Regions.  By request, KS-OEC staff will consider additional training events on a case-by-case basis.  Contact information for the KS-OEC is:

a.
J.L. Ellis – 
(785)861-3097  office


(785)438-0470  cell



jimmy.ellis3@us.army.mil  email

b.
Scott Ekberg – (785) 861-3098  office



(785) 438-8440  cell



scott.ekberg@us.army.mil  email

k.  National and State Interoperability Channels

1.  The following table identifies the National and State Interoperability channels utilized on MOTOBRIDGE:

	LOW BAND FREQUENCIES (STATE FREQUENCIES)

	Channel Name
	Mobile Rx.
	Rx. P.L.
	Mobile Tx.
	Tx. P.L.

	LCALLKS
	39.5800
	156.7
	39.5800
	156.7

	LTACKS
	39.7000
	156.7
	39.7000
	156.7

	VHF FREQUENCIES (NATIONAL FREQUENCIES)

	Channel Name
	Mobile Rx.
	Rx. P.L.
	Mobile Tx.
	Tx. P.L.

	VCALL10
	155.7525
	156.7
	155.7525
	156.7

	VTAC11
	151.1375
	156.7
	151.1375
	156.7

	VTAC12
	154.4525
	156.7
	154.4525
	156.7

	VTAC13
	158.7375
	156.7
	158.7375
	156.7

	VTAC14
	159.4725
	156.7
	159.4725
	156.7

	UHF FREQUENCIES (NATIONAL FREQUENCIES)

	Channel Name
	Mobile Rx.
	Rx. P.L.
	Mobile Tx.
	Tx. P.L.

	UCALL40
	453.2125
	156.7
	458.2125
	156.7

	UCALL40D
	453.2125
	156.7
	453.2125
	156.7

	UTAC41
	453.4625
	156.7
	458.4625
	156.7

	UTAC41D
	453.4625
	156.7
	453.4625
	156.7

	UTAC42
	453.7125
	156.7
	458.7125
	156.7

	UTAC42D
	453.7125
	156.7
	453.7125
	156.7

	UTAC43
	453.8625
	156.7
	458.8625
	156.7

	UTAC43D
	453.8625
	156.7
	453.8625
	156.7

	800 MHZ. FREQUENCIES (NATIONAL FREQUENCIES)

	Channel Name
	Mobile Rx.
	Rx. P.L.
	Mobile Tx.
	Tx. P.L.

	8CALL90
	851.0125
	156.7
	806.0125
	156.7

	8CALL90D
	851.0125
	156.7
	851.0125
	156.7

	8TAC91
	851.5125
	156.7
	806.5125
	156.7

	8TAC91D
	851.5125
	156.7
	851.5125
	156.7

	8TAC92
	852.0125
	156.7
	807.0125
	156.7

	8TAC92D
	852.0125
	156.7
	852.0125
	156.7

	8TAC93
	852.5125
	156.7
	807.5125
	156.7

	8TAC93D
	852.5125
	156.7
	852.5125
	156.7

	8TAC94
	853.0125
	156.7
	808.0125
	156.7

	8TAC94D
	853.0125
	156.7
	853.0125
	156.7

	D = Direct / Talkaround Channels


l.
Tactical Channel assignments by area:
1.
Northeast Kansas


2.
North Central Kansas
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3.
Northwest Kansas
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4.
Southwest Kansas
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5.
South Central Kansas
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6.
Southeast Kansas
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